Cisco VPN Account management

· Open the Microsoft Access Database file located on \\dsc1\sys\users\tpd1153\My Documents\security\ciscoVPN\cisco_vpn_clients.mdb.

· Type in the password that was given to you.

· Add entry in the “VPN client users” table.

· Make sure to add the following fields:

· First Name

· Last Name

· User ID (Novell Login ID)

· VPN Group 

· DefaultUsers: Intended for users to access Colleague and other “normal” network resource.

· MedSecUsers: Intended for those who need access to certain medsec resource such as webmasters who need access to www and www1 servers.

· MedSecAdmins: Intended for the ETIIC staff needing full access to medsec resources.

· HiSecAdmin: Intended for Operations staff needing full access to the HiSec network.

· NetAdmin: Intended ONLY for appropriate DSC staff with access to all networks behind all firewalls.

· Campus

· EToken Password

· Create a 7 to 9 character alpha numeric password. Usually a dictionary word and a numeric value together.

