
VPN connection for Colleague access from District location Wifi and Labs
· Overview

There are currently two connection points for the DCCCD provided VPN solution. One is for connecting to the DCCCD network from the internet and the other is to provide secure connection to the Datatel Colleague system from a wireless connection within the DCCCD network. This document covers connecting from the location wireless inside of the DCCCD network.

1. Boot up and logon to your wireless machine as you normally do.

2. Plug in the eToken device on your PC’s USB port. Do not start the Cisco VPN Client first or it will not recognize the certificate on the eToken device.

3. Start the Cisco VPN dialer. Start-Programs-Cisco Systems VPN Client-VPN Client.
4. Double click on the Wifi and Lab VPN connection entry.
5. When prompted for the eToken password, type in the password given to you.
6. Next you will see “VPN Client | User Authentication for…” pop-up box. Please type in your network User ID and password. This is the same User ID and password you use logging onto the network at your location.
7. When connected, there will be a security banner. Click “Continue” to complete the login. There will be a padlock icon on the system tray when login is successful.
8. When finished with the connection, right-click on the padlock icon on your system tray and click "Disconnect".
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You can find this document at http://netsupport.dcccd.edu/ciscovpn.htm

