
VPN Certificate Renewal Procedure

Follow the procedure below after you receive your certificate back from the District Service Center.

1. Do NOT Plug in the VPN Dongle.

2. Start the Cisco VPN Client Software (Start-Programs-Cisco Systems VPN Client-VPN Client)

3. Click on the Certificates Tab.

4. Look for your certificate. It will have your login ID as the certificate name.

5. If you do not see your certificate,, skip to step 8.

6. Right-Click on your certificate, not dscrootca.

7. Choose Delete and click on the Delete button on the confirmation box.

8. Exit the Cisco VPN Client software.

9. Now plug in the VPN Dongle.

10. Start the Cisco VPN Client software again.

11. Click on the “Connection Entry” tab.

12. Right-Click on the “DCCCDVPN” connection entry.

13. Click on Modify.

14. Make sure your certificate shows on the “Certificate Authentication” Name field.

15. Click on “Save” button.

16. Repeat steps 12 to 15 for the “Wifi and Lab VPN” connection entry.

17. The new certificate is ready to use.
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You can find this document at http://netsupport.dcccd.edu/ciscovpn.htm

