Installing the new VPN software
This document describes the installation procedure for the new versions of eToken and Cisco VPN client. DO NOT USE THIS DOCUMENT IF YOU HAVE A RED VPN DONGLE! The new version requires the use of the blue vpn dongles and is not backwards compatible. We have also simplified the install procedure where both eToken driver and the Cisco VPN client are installed with one procedure.

1. DO NOT PLUG IN THE VPN DONGLE YET.

2. Uninstall any previous version of eToken and Cisco VPN software.

3. Place the CD in your CD-ROM drive.

4. Click “START button”, then “RUN”.
5. Type D:\VPN\Install.bat and click “OK”. Change the D:\ to whatever your CD-ROM drive letter is.

6. When the install is complete, click on the “Yes” button to reboot your computer.

7. When your computer has rebooted, plug in the VPN dongle.

8. Start the VPN client software. Start-Programs-Cisco Systems VPN Client-VPN Client.

9. Import the Root CA/RA certificate. From the drop down menu bar, choose Certificates-Import. 

10. Choose Import from file and browse to D:\VPN\dscrootca.cer file on the CD. Change the D:\ to whatever your CD-ROM drive letter is.
11. Click the “Import” button and click “OK” on the Certificate successfully imported message.

12. Now click on the “Connections Entries” tab and right-click on the DCCCD VPN profile.

13. Click on “Modify” and make sure there is a check mark on “Certificate Authentication” and that you see your users certificate in the certificate field.

14. Click “Save” to save the configuration.

15. Now right-click on the Wifi and Lab VPN profile.

16.  Click on “Modify” and make sure there is a check mark on “Certificate Authentication” and that you see your users certificate in the certificate field.

17. Click “Save” to save the configuration.

Novell Client

You do not need the Novell client to use the VPN software. You do need it if you need to access your network drives such as the U:\ and P:\ drives.

If Novell Client is already installed, follow the “Novell Client Setup” steps. Otherwise, install the Novell Client from the CD following the “Novell Client Install for Cisco VPN’ steps.

Novell Client Setup

1. Open Control Panel. Start-Settings-Control Panel.

2. Open Network Connections.

3. Right click “Local Area Connections” and choose “Properties”.

4. Highlight “Novell Client for Windows” and click “Properties” button.

5. Click on “Service Locations” tab.

6. Look for the “Directory Agent List” box.

7. Type in nwipma.dcccd.edu in the “Directory Agent List” field entry box and click “Add” button.

8. Click “OK” button on the “Novell Client for Windows Properties” box to exit.

9. Click “OK” button on the “Local Area Connections Properties” box to exit.

10. Exit the “Network Connections” box.

Novell Client Install for Cisco VPN

1. Place the Cisco VPN Client/Novell Client CD in the CD-ROM drive. 

2. Click “Start”, “Run”, then type in D:\Novell\Client32\install.bat. Where D:\ is your CD-ROM drive.

3. Click “OK” to start the install. 

4. The install will reboot the PC when finished.
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