
Installing the Cisco VPN client software

1. Install this on Windows 2000 or Windows XP. We do not support Windows 9x.

2. Make sure the Aladdin eToekn driver is installed. If not, follow the directions in the Installing the eToken Driver document.

3. Uninstall any previous Cisco VPN clients if any. Delete any previous profiles.

4. Plug-in the eToken USB device.

5. Run setup.exe from D:\VPN\Client folder on the CD or where you copied the files. Setup.exe cannot be installed from a network drive!

6. The install is automated so when the message to reboot comes up, click OK to reboot the PC.

7. After the PC is rebooted, start the VPN client software. Start-Programs-Cisco Systems VPN Client-VPN Client.

8. Import the Root CA/RA certificate. From the drop down menu bar, choose Certificates-Import. 

9. Choose Import from file and browse to D:\VPN\Client\dscrootca.cer file on the CD.

10. Click the “Import” button and click “OK” on the Certificate successfully imported message.

11. Now click on the “Connections Entries” tab and right-click on the DCCCD VPN profile.

12. Click on “Modify” and make sure there is a check mark on “Certificate Authentication” and that you see the users certificate in the certificate field.

13. Click “Save” to save the configuration.

14. Now right-click on the Wifi and Lab VPN profile.

15.  Click on “Modify” and make sure there is a check mark on “Certificate Authentication” and that you see the users certificate in the certificate field.

16. Click “Save” to save the configuration.
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You can find this document at http://netsupport.dcccd.edu/ciscovpn.htm

